附件1：

1. 需求汇总表
2. 在现有应用环境下，对重庆市第十三人民医院所属的“医院信息系统”、“互联网医院系统”这两个系统进行等保测评，针对服务中发现的的安全问题，通过专业的技术手段进行合理分析，正确评估风险，协助采购人完成整改工作，为采购人提供信息安全规划、方针、策略和管理制度体系咨询服务,配合对被检测系统安全加固提供技术指导。
3. 满足GB/T 22239-2019《信息安全技术-网络安全等级保护基本要求》和GB/T 28448-2019《信息安全技术-网络安全等级保护测评要求》的等保相关要求，并出具两份网络安全等级评测报告。
4. 服务清单

|  |  |  |
| --- | --- | --- |
| **服务内容** | **服务描述** | **服务频次** |
| 一、HIS信息系统等保评测 | 本次需要测评的系统包括被测系统运行密不可分的物理环境、网络环境、主机及相关系统、安全管理制度等。本项目中测评目的和测评内容，必须与信息安全等级保护要求的基本安全控制要求相一致。本次测评的信息系统名称及定级如下：

|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 系统名称 | 等级 | 服务期 |
| 1 | HIS系统 | 三级 | 1年 |
| 2 | 互联网医院系统 |

 | 一年一次 |
| **服务内容** | **服务描述** | **服务频次** |
| 二、互联网医院等保评测 | 测评范围包括：安全物理环境、安全通信网络、安全区域边界、安全计算环境、安全管理中心、安全管理制度、安全管理机构、安全管理人员、安全建设管理、安全运维管理等方面。 | 一年一次 |

1. 交货时间

合同签订后60天内完成测评并取得测评报告